
 Contact all banks or institutions with open lines of credit to inform them of the compromise.
 Ensure a credit “freeze” is placed on personal credit with credit bureaus:

1

 Order a copy of your credit report.
• Annualcreditreport.com

 Contact local police department and obtain a police report/case number for records.
 Redirect any direct deposit payments to your new savings or checking account. 

Consider opening a Banclub Checking account which includes online monitoring of up to 10 debit 
cards plus your social security number, identity theft insurance and identity fraud support service.
  

 

Contact the Social Security Administration. 

800.772.1213 

Other notifications:

Where to Start

www.wilsonmuirbank.com

 Equifax    888.378.4329
 TransUnion  800.916.8800
 Experian   888.397.3742     

2 Monitor All New Accounts Regularly for Any Fraudulent Activity
Join the fight against identity theft.
For further federal or state reporting and identity theft information:

IC3.gov
 

 (FBI Internet Crime Reporting)
Identitytheft.gov (Federal Trade Commission)

For additional fraud and security information visit: www.wilsonmuirbank.com or contact your  
local office at 502.348.5996 or 270.259.4001. 
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